
Schedule Future Payments

The future payments feature helps to ensure that all your 
payments are made on time, every time. You can set up a 
payment for a future specified date either as a one off 
payment or a recurring payment (e.g. weekly, monthly).

Approve Transactions with the BSP PaySecure App

BSP Internet Banking supports many to sign 
approvals. This allows you to specify the number 
of approvers required to approve transactions. 

Approvers can approve or decline pending 
transactions initiated by other users. Additionally 
BSP provides users with a second layer of 
security through the use of the BSP Pay Secure 
Mobile App. 

This is a mobile app that generates a 6 digital 
security code that you use to securely approve 
payments, protecting you from fraud.

Send Secure Messages to BSP

The messages function allows you to send and receive 
secure messages to and from our Client Service Centre. Use 
it the same way you would use your regular email account 
with the peace of mind that any financial content is 
completely secure and confidential. You can also attach your 
application forms to a message and send it.

Access Statements Online

To assist in the move towards paper free offices BSP offers 
eStatements, allowing you easy access to your bank 
accounts statements at any time.

BSP Internet Banking
BSP Internet Banking offers our business customers the ease 
of managing their everyday banking needs securely, anytime 
and anywhere 24/7 from any device.

Features
Secure

•  Two factor authentication
•  Many to sign transaction approval
•  Secure messaging

Savings

•  Save time by banking online
•  Reduce fees for online transactions

Flexibility

•  Banking when it suits you
•  Accessible worldwide

Greater Control

•  Visibility and control over your accounts
•  Delegated user management
•  Transaction limits

Available Services
View your Accounts

BSP Internet Banking gives you secure access to your bank 
accounts from anywhere in the world, 24 hours a day. 

Through the Accounts and Transactions panels, you can:

•  Check your account balances
•  View transactions performed on each account
•  Export transactional data for reconciliation and using your 

financial management software (e.g. MYOB, Quicken)
•  View and download statements
•  Stop cheques

Make Payments and Transfer Funds

BSP Internet Banking makes it easy to manage your money; 
it’s a great alternative to using cheques. 

Without having to visit the branch you can:

•  Move money between your accounts instantly
•  Make third party payments to accounts held either at BSP 

or other domestic banks
•  Process Batch payments
•  Pay your bills using the Bill Payments feature

Criminals try to uncover your email log on details, often using malicious 
 , sending you phishing emails, or contacting you directly and posing        
as someone else. Once they have access to your email, they may use it to try 
and change your banking details or email instructions to transfer funds to 
another account. Remember that password recovery services often use you 
email address as a contact method, so it is important to keep it secure.

• Make sure your computer has up-to-date anti-virus and anti-spyware   

• Use a secure password to log on to email and change it frequently.
• Consider using di�erent email addresses for di�erent purposes, including  

Criminals use a range of scams to try and trick you into giving them money or 
information. Remember, if an o�er seems too good to be true, it probably is.

• Be alert for suspicious letters and emails. Here are some signs to look for:

Request to ignore standard payment authorisation processes. 

Message whose language, formatting and content are unusual for the   

Messages where the “reply to” email address is di�erent to the senders  

Don’t provide bank account details to a prospective employer until you  

Criminals send you a letter or email inviting you to take part in a fake scheme 
to get large amounts of money out of a foreign country, often posing as 
government o�cials. In return for a cut of the money, they ask you to give 
them your bank account details and tens of thousands of dollars in “advance 

Supplier scam
Criminals pretend to be a genuine supplier, sending you a realistic-looking 
invoice with instructions saying their bank account has changed.
 
What to do if you’re a victim of fraud?

It’s important to call us immediately on 320 1212/ 7030 1212/ +675 305 
7842 for overseas callers or email servicebsp@bsp.com.pg

• You see any suspicious activity on your account.
• A card, cheque, mobile phone or other payment device is lost or stolen.
• Your PIN number, password or any other banking codes have become   
 known to someone else.

Remember that you may be liable (within certain limits) for any unauthorised 
transactions using electronic banking if you don’t protect your device or 
codes, or there is an unreasonable delay in telling us about the misuse, loss 
or theft of a device, or security breach of your code. See our Electronic 
Banking Terms and Conditions for details.

You may also become liable for losses if you delay before telling us about the 
misuse, loss or theft of a card, cheque or mobile phone. Even if you’re 

become aware it has been stolen, or that someone has accessed an account 
without authorisation.

Reporting a hoax or scam
BSP Bank may at several time email customers with important updates, but 

practice.

How to Apply

Visit your local BSP branch to register or if you are already a 
BSP Business customer you can:

•  Contact your Relationship Manager
•  Complete the application form available on the BSP website
•  Visit your local branch

Getting help

If you require assistance with BSP Online Business Banking 
please contact BSP Customer Call Centre on:

320 1212/7030 1212 (local) or +675 305 7900 (international)

You can also access our help guides 24/7 via the BSP website

Fees and Charges
Visit the BSP website or a local branch for more information 
about our fees and charges.

BSP INTERNET 
BANKING
Business Banking Your Way


